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Wstęp 
Celem niniejszego przewodnika jest zapewnienie użytkownikom systemu 
Quattro/QuattroCommander klarownych instrukcji obsługi integracji z Krajowym 
Systemem e-Faktur (KSeF). Przewodnik przedstawia krok po kroku wszystkie niezbędne 
czynności – od logowania i uwierzytelniania, przez generowanie tokenów i certyfikatów 
offline, po konfigurację systemu i wysyłkę faktur. 
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Rozdział 1. Logowanie do systemu KSeF na stronie 
Ministerstwa Finansów 
Na pierwszych trzech obrazach przedstawiono proces logowania do systemu KSeF za 
pośrednictwem strony Ministerstwa Finansów. 
Dwa pierwsze obrazy pokazują sposób logowania obowiązujący do dnia 26.01.2026 r., 
natomiast trzeci obraz przedstawia zaktualizowany proces logowania obowiązujący 
od dnia 01.02.2026 r. 

Link: https://ksef.podatki.gov.pl/modul-certyfikatow-i-uprawnien-mcu/ 

 

Do 26.01.2026 r. 

 

https://ksef.podatki.gov.pl/modul-certyfikatow-i-uprawnien-mcu/
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Od 01.02.2026 r. 

Link: https://ksef.podatki.gov.pl/bezplatne-narzedzia-ksef-20/ 

 

 

 

 

https://ksef.podatki.gov.pl/bezplatne-narzedzia-ksef-20/
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Rozdział 2. Uwierzytelnianie użytkownika w systemie 
KSeF 
Na kolejnych czterech obrazach przedstawiono proces uwierzytelniania użytkownika w 
systemie KSeF. Widok ten pokazuje dostępne metody potwierdzenia tożsamości oraz 
wybór podmiotu, w imieniu którego użytkownik uzyskuje dostęp do systemu. 

Należy zwrócić szczególną uwagę na przypadki podmiotów takich jak spółka z 
ograniczoną odpowiedzialnością (sp. z o.o.). W takiej sytuacji osoba fizyczna nie może 
automatycznie uwierzytelnić się w imieniu spółki. Aby uzyskać dostęp do KSeF jako 
reprezentant podmiotu, konieczne jest wcześniejsze złożenie formularza ZAW-FA, który 
nadaje odpowiednie uprawnienia do działania w imieniu firmy. 
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Rozdział 3. Generowanie tokenu dostępowego do 
systemu KSeF 
Na kolejnych dwóch obrazach przedstawiono proces generowania tokenu dostępowego 
do systemu KSeF. Token ten jest niezbędny do integracji KSeF z naszym systemem oraz 
do wykonywania operacji w imieniu użytkownika lub podmiotu. 

W przypadku, gdy użytkownik napotka sytuację przedstawioną na drugim obrazie, 
konieczne jest nadanie odpowiednich uprawnień do tokenu. Uprawnienia te są 
widoczne w dolnej części ekranu i muszą zostać zaznaczone przed wygenerowaniem 
tokenu, aby zapewnić prawidłowe działanie integracji. 

Jeżeli jednak użytkownik nie widzi ikon kłódek przy możliwościach nadawania 
uprawnień tokenu, oznacza to, że posiada już wymagane uprawnienia. W takiej sytuacji 
etap nadawania uprawnień można pominąć i przejść bezpośrednio do generowania 
tokenu. 
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Wymagane uprawnienia do poprawnego działania systemu Hermes / HermesECO 

Do poprawnego korzystania z programu Hermes / HermesECO w integracji z systemem 
KSeF wymagane są wyłącznie podstawowe uprawnienia. Użytkownik musi posiadać 
uprawnienia do: 

• wystawiania faktur w systemie KSeF, 

• przeglądania (odczytu) faktur w systemie KSeF. 

Pozostałe uprawnienia dostępne podczas generowania tokenu nie są niezbędne do 
prawidłowego działania programu Hermes / HermesECO i nie muszą być nadawane. 
Nadanie wyłącznie wskazanych uprawnień jest wystarczające do realizacji wszystkich 
funkcjonalności związanych z obsługą faktur w ramach integracji z KSeF. 
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Ważna informacja dotycząca tokenu KSeF 

Wygenerowany token dostępu w systemie KSeF jest wyświetlany tylko jednorazowo na 
stronie Ministerstwa Finansów. Po zamknięciu lub odświeżeniu strony nie ma 
możliwości ponownego wyświetlenia tego samego tokenu. 

 

 

 

Rozdział 4. Generowanie certyfikatu offline w 
systemie KSeF 
Na kolejnych obrazach przedstawiono proces poprawnego generowania certyfikatu 
offline w systemie KSeF. Certyfikat ten jest niezbędny do wystawiania faktur w 
sytuacjach, gdy system działa w trybie ograniczonej dostępności lub braku połączenia z 
KSeF. 

Wygenerowany certyfikat umożliwia wystawianie faktur w trybach: 

• offline24, 

• offline. 

Prawidłowe wygenerowanie i zapisanie certyfikatu offline jest kluczowe dla zachowania 
ciągłości pracy oraz możliwości generowania faktur zgodnie z obowiązującymi 
przepisami, niezależnie od chwilowej niedostępności systemu KSeF. 
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Rozdział 5. Ścieżka do przewodnika konfiguracji KSeF 
w systemie Quattro /QuattroCommander 
Na kolejnym obrazie przedstawiono ścieżkę dostępu do przewodnika konfiguracji 
KSeF w systemie Hermes / HermesECO. W tym miejscu użytkownik uruchamia proces 
konfiguracji, który krok po kroku prowadzi przez wszystkie niezbędne ustawienia. 

Program będzie wymagał wprowadzenia kompletu danych niezbędnych do 
uruchomienia obsługi KSeF, w szczególności informacji takich jak: 

• token dostępu do KSeF, 

• certyfikat offline, 

• dane podmiotu, 

• wymagane ustawienia integracyjne. 

Przewodnik zapewnia poprawne i bezpieczne skonfigurowanie systemu oraz 
minimalizuje ryzyko błędów podczas pierwszego uruchomienia obsługi KSeF. 
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Rozdział 6. Weryfikacja danych w przewodniku 
konfiguracji KSeF 
Na kolejnych obrazach przedstawiono sposób weryfikacji wprowadzonych danych w 
przewodniku konfiguracji KSeF w systemie Hermes / HermesECO. 

Funkcja weryfikacji umożliwia użytkownikowi sprawdzenie, czy wszystkie wymagane 
informacje zostały wpisane poprawnie przed zakończeniem konfiguracji. Dotyczy to w 
szczególności: 

• tokenu dostępu, 

• certyfikatu offline, 

• danych podmiotu, 

• ustawień integracyjnych. 

Poprawna weryfikacja jest niezbędna, aby zapewnić prawidłowe działanie systemu oraz 
możliwość generowania i przeglądania faktur w KSeF bez błędów. 

 

Token ogólny 
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Certyfikat offline 
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Rozdział 7. Typy dokumentów podlegające wysyłce 
do KSeF 
Na kolejnych obrazach przedstawiono dostępne typy dokumentów, które mogą być 
przesyłane do KSeF z poziomu systemu Hermes / HermesECO. 
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